22 ransomware attacks have hit cities in the first half of 2019, with two Florida cities paying $460k and $600k in June. In 2018, the Office for Civil Rights concluded the year with a record $28.7 million dollars in settlements and judgements related to breaches. Louisiana Governor John Bel Edwards declared a state of emergency due to a ransomware attacks against several schools.

All organizations have risks, and cybersecurity is only one area. Local governments, healthcare Covered Entities and other organizations can get overwhelmed with meeting compliance requirements and not realize there is a difference between being compliant and being secure. We have been lulled by the alphabet soup of HIPAA, HITECH, CJIS, GLBA, FERPA, GDPR, CCPA and other requirements. Organization leaders must be part of the process and should utilize risk management as their driving framework. Some firms are surprised to find they spend more on coffee or building maintenance than protecting their data.

During this session, we will 1) walk through a framework for cybersecurity, 2) explain why adding security protection tools doesn’t work and 3) discuss the best place to start when asking yourself, “Is our data secure?” - We will even touch on the psychology of how smart leaders are made to believe they are “fine.”

This session is geared for civic leaders, practice managers, owners, CEOs/CFOs, and security/privacy officers. Together, we’ll dive into the science of cybersecurity.

**AGENDA**

11:00 a.m. Check in & Networking
11:30 a.m. Lunch Served
11:40 a.m. “Cybersecurity & Risk – Not Just A Board Game Part 1”
           Cybersecurity Refresher
12:20 p.m. Break
12:30 p.m. “Cybersecurity & Risk – Not Just A Board Game Part 2”
           Cybersecurity Deep Dive
1:15 p.m. Giveaways & Event Wrap Up
1:30 p.m. Event Ends